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Clarity in Privacy!

CCPA / CPRA / GDPR Compliance made easy!
1. Powerful consent and preference management technology. Personalized marketing via intuitive 

forms across multiple channels. Capture consent and maintain audit trail.  

2. Data Risk Intelligence. In-depth analysis of cookies, beacons and tags and vendor data flows. Uncover 
risks and implement controls. 

3. Automated Data Mapping. Tedious / error-prone manual data mapping using surveys is a thing of the 
past!  Auto scan thousands of data sources and identify PII.  

4. Individual Rights. Fully automated data rights fulfillment software means less work for your team. 
Collect, respond and manage DSR requests automatically. 

5. Privacy Center. Simplified privacy notices demonstrate clarity and transparency, and offers a better 
user experience to your customers.

Visit Clarip.com for the most powerful 
enterprise Privacy Governance Platform. 
Easily deploy and begin CCPA compliance, 
and fulfill end-to-end subject rights requests.

January
CCPA Goes Into Effect

July 1
The California AG begins 
to pursue CCPA enforcement

November 3
California voters approve 
the California Privacy Rights Act

July 1
California Privacy Protection 
Agency assumes the rulemaking 
authority from the AG

July 1
Final CPRA Regulations 
to be published

January 1
All provisions of the 
CPRA go into effect

July 1
The California Privacy 
Protection Agency can 
enforce actions for 
violations of the CPRA

December 16
The CPRA is officially certified. Businesses 
must prepare to extend all rights granted 
by the CCPA and CPRA to their employees.

Under the CPRA, businesses no longer have 
a 30-day cure period to address violations
before incurring penalties from the AG.

The employee and B2B personal information 
comes within the scope of the CPRA.


